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Abstract— The fingerprints in the human being are unique and do not repeat. It has features that vary from person to person. There are two 

popular techniques for making matches between the two fingerprints to recognize them: Minute-based and correlating-based techniques. Minute-

Based technology is widely used but has some difficulty in extracting features if the fingerprint images are of low quality. The purpose of this 

project is to examine how features of fingerprint can be derived. In addition, the two main techniques for matching (Minute-based and 

correlating-based) will be studied. 
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I. INTRODUCTION 

Biometrics can be defined as ―Use the biological and 

behavioural characteristics of individuals to automatically 

identify them‖ [1]. Fingerprint is considered a biometric 

identifier that dependent on biometric data for individuals. The 

discovery of fingerprints can be used in a various application 

like authentication method, criminal search, and various 

security issues. Each fingerprint is a unique pattern that 

distinguishes a specific person, and thus represents a secure 

means of identifying the allowed and disallowed persons. This 

uniqueness can be detected from the shape and defining marks 

as illustrated in figure 1. 
 

 
Fig. 1: Defining marks in fingerprint. 

 

There are three types of fingerprint pattern, the arches, the 

loops, and the Whorls as illustrated in figure 2. To a lesser 

extent, there can be a type that combines previous types 

(Composite).This categorization is based on the diversity of 

ridges found in the fingerprint from person to person. 

 

 
Fig. 2: Types of Fingerprint. 

Detection the fingerprint is consists of five main steps, 

image acquisition, image pre-processing, feature extraction, 

classification, and decision making. Classification process is 

the main step to detect fingerprint. The temperature, humidity 

affects the temperature of the skin, which causes the images of 

fingerprints to be blurred. Also, the position of the finger 

when it is placed on a scanner and the way it is pressed also 

leads to changes in the fingerprints image that taken. Image 

pre-processing is used to reduce noise, enhance contrast, and 

so on [2], and [3]. Features extraction step [4]. 

The importance of this paper stems from the need for it to 

be used in all sectors for security purposes. It can be used in 

banking systems, education, and business this method for 

authentication can be used to login to devices and application 

without having to remember passwords. 

Also, this method is very cheap, reliability, high secure, 

and accurate. Besides that, this method requires only small 

size of memory to save the fingerprint image which save the 

memory requirement. 

The main aim for this research paper is to explore how the 

fingerprint can be detected for the purpose of identifying 

individuals. Authors concentrate on the minutiae-based and 

correlation-based that are used to matching fingerprint. Based 

on the previous research questions   can define the following 

objectives: 

 Review the biometrics concepts 

 Review and analysis fingerprint features that are 

unique for person. 

 Review and analysis the matching techniques to 

identify fingerprint. 

While the remainder of this paper is organized as follows. 

The related works is thoroughly discussed in section II.  

Section III discusses the research methodology. Nevertheless, 

proposed solution is thoroughly elaborated in section IV. 

Section V emphasis on experimental results findings’ 

discussion. The research conclusion and limitations were 

mainly discussed in section VI. 
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II. RELATED WORKS  

In this section authors will provide a quick review of 

biometric fingerprint concepts and authors will provide a 

comparison of the overall fingerprint matching techniques. 

Also, a comparison of the overall machine learning 

approaches to apply these matching techniques. 

Fingerprint is one of the most common authentication 

methods for its low accuracy and cost [5].Many applications 

use fingerprint to identify persons. Fingerprint identification 

system stores a set of fingerprints in a database, then it tries to 

identify a fingerprint by Matches it with the fingerprints 

already in the database. All applicable methods for fingerprint 

recognition attempt to reach the proper accuracy and speed. 

Some optimizations must be inserted on the image 

especially when using the minute-based techniques. The first 

process is BINARIZATION process, in which the image 

becomes gray to binary (black and white). There are a number 

of ways to implement BINARIZATION that you mentioned in 

[6]. 

Another process that improves the image is thinning, in 

which the digital shape of the image is converted into a clear 

skeleton from which authors can extract features [7]. The 

binarization of the image is illustrated in figure 3, and the 

thinning of the image is illustrated in figure 4. 

 

 
Fig. 3: (a) Original, and (b) binarization image of fingerprint. 

 

 
Fig. 4: Original and thinning image of fingerprint. 

 

A fingerprint is identified by comparing it with the 

fingerprints in the database according to their bifurcation and 

minutiae points as illustrated in figure 5. There are various 

techniques to apply the recognition process, minutiae-based 

and correlation-based [8], [9], and [10].Minute based 

Technique selects minute points in the fingerprint image and 

then compare them to the ones in the database as illustrated in 

figure 6. The Correlation based Techniques compares the 

Global pattern of edges and valleys database as illustrated in 

figure 7. This type of methods depends mainly on comparing 

pixel values in fingerprint images. These methods do not 

require prior image processing. 

 

 
Fig. 5: (a) The common fingerprint minutiae types: (b) ridge ending, and (c) 

ridge bifurcation [11]. 
 

 
Fig. 6: Minutiae-Based fingerprint matching. 

 

 
Fig. 7: Correlation-Based fingerprint matching. 

 

To apply the previous two techniques; Minute-based and 

Correlation-based, authors use many algorithms such as 

machine learning. Machine learning is learning from previous 

experiences based on pre-collected data. This data is collected 

based on the features to be defined according to the existing 

system. 

There are many machine learning algorithms [12].The 

types of these algorithms are classified according to the 

learning style to supervised learning, unsupervised learning 

and reinforcement learning. And according to similarity (how 

it works) to the following types: 

 Linear Regression 

 Decision Tree: This type of algorithm is classified as 

supervised learning, usually used for classification. 

 SVM 

 Naive Bayes 

 KNN 
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 K-Means 

 Dimensionality Reduction Algorithms 

 Genetic Algorithms 

 Deep Learning algorithms 

The common tasks that machine learning can perform are 

regression, classification or clustering. Regression is a 

supervised machine learning technique. This type is used to 

predict by studying a set of dependent and independent 

variables. Simple Linear Regression is one of the regression 

algorithms [13].The linear regression model provides a sloped 

straight line representing the relationship between the 

variables as illustrated in figure 8. Linear regression algorithm 

attempts to adjust the X inputs to produce the Y output. 

 

 
Fig. 8: Relationship between dependent and independent. 

 

Classification is a type of supervised machine learning, in 

which the computer is trained with labelled data. This task is 

used to make a match between input data and the 

corresponding class. K-Nearest Neighbours is one of the most 

common classification algorithm [12]. This algorithm 

classifies an object by bringing it closer to its closest 

neighbours by certain measures as illustrated in figure 9. 

 

 
Fig. 9: Classification algorithm. 

 

In addition to, support vector machine (SVM) can classify 

the fingerprint complicated data by using features vector to 

train the classifier and adjust the result according some rules 

[12].Neural networks and deep learning are also considered to 

be a good and accurate methods to recognize the fingerprint 

[13],  [14], and  [15]. 

Finally, clustering is unsupervised machine learning task. 

Clustering is a type of unsupervised, automated learning in 

which unlabelled data is used. This type is used primarily to 

detect data similarity, group similar data together, and then 

authors can enter data inputs and see which group this entry 

will belong to. K-MEANS cluster algorithm is used to group 

similar data into a single group as illustrated in figure 10. The 

idea of K-MEANS cluster algorithm is illustrated firstly in 

[16], the inputs are placed in the cluster closer to its centre, 

with cluster centres recursively adjusted and inputs reassigned 

to appropriate groups in an iterative method. 
 

 
Fig. 10: Cluster K-Mean algorithm. 

 

Fingerprint detection is considered as a classification 

problem. There are several factors that affect fingerprint 

recognition and capture [17]. For example, the position of the 

fingerprint on scanner device moves the captured fingerprint 

image. Also, the oblique fingerprint mode multiform the 

fingerprint images. The difference in the click through force 

tapping on the fingerprint device, causing the ridges to be 

muddled in the fingerprint, causing the captured images to be 

noisy. Finally, the changed skin condition due to moisture or 

changes in blood pressure, for example, affects the images 

acquired for the fingerprint. 

Machine learning approaches are used today to fingerprint 

recognition. To design a classifier, training first based on the 

data collected and then test the classifier by using the same 

training data or other data. 

Early on, many researches try to accurately identify the 

fingerprint, for example two machine learning approaches, 

support vector machines (SVMs), and recursive neural 

networks (RNNs), are used in [18] to give a fingerprint 

classification algorithm. RNNs is used to extract distributed 

features from fingerprint, this features then can be integrated 

in the SVMs to classify fingerprint. 

A mathematical framework is designed in [19] to 

recognize fingerprint. This framework is divided into two 

parts, the first part is based on the person's biometric 

measurements like fingerprint and the second part is based on 

information, soft biometric measurements, such as age, length, 

and so on. The Bayesian decision theory is used by this 

framework to integrate the soft biometric information with the 

output of the primary biometric system. Finally, this research 

concluded that the soft biometric improves the fingerprint 

configuration process. 

In [20] SVM and naive Bayes method were combined to 

improve fingerprint recognition by using fingerprint’s core 

and delta. Reliance on some curve features in ridgelines used 

in [21] to recognize the fingerprint. Deep learning was applied 

using methods Deep Boltzmann Machin and Restricted Deep 

Boltzmann Machin to recognize the fingerprint by examining 
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complex texture patterns [22]. Finally, a comparison between 

SVM, and deep learning techniques are used. 

III. PROJECT METHODOLOGY 

This research is dependent on literature review as a way to 

explore the various techniques of fingerprint detection. This 

reviews include the Biometrics fingerprint concept, feature 

extraction and different techniques that are commonly used to 

detect fingerprint. 

Some experiments are designed to explore the most 

accurate machine learning technique. Various datasets are 

passed to various machine learning techniques to get the most 

accurate technique. The data is collected from the most 

common respiratory for fingerprint. Based on the results 

obtained, the results will be discussed to illustrate the features 

that can be extracted, the matching techniques to identify 

fingerprint. 

The paper methodology will depend on the explanation 

fingerprint features that can be extracted to perform 

fingerprint classification. The classification process here will 

be the final stage by assigning the fingerprint entered to one of 

the fingerprints in the database. In working on this paper, 

authors compare the correlation-based and minutiae-based 

techniques that are used to matching fingerprint. The overall 

layout of the paper is explained in figure 11. 

 

 
Fig. 11: Project layout. 

A. Pre-processing 

There are two important pre-processing steps, the first is 

the binarization of the image and the second is thinning the 

image. Authors apply the two steps on a fingerprint images to 

explain the pre-processing steps to prepare the fingerprint 

images to feature extraction process. 

B. Feature Extraction 

Authors will now look at how to implement the feature 

extraction process, and the different methods that are used to 

carry out this process. The fingerprint is a collection of a 

sequences of lines, matching to ridges and valleys on the 

Surface of the fingertip. These fine details (minutiae) 

characterize every human being and are not repeated, as each 

fingerprint varies in these details. Fingerprint features can be 

classified into three levels as illustrated in figure 12 [22]. 

 
Fig. 12: Fingerprint features levels [23]. 

 

Features in level 1 are not unique but are used as additional 

rating features, are based on Core and Delta, and so on and it 

illustrated in figure 12(a). At the second level, feature has 

Minutiae points such as Ridge ending as shown in figure 

12(b). 

Finally, in level 3 where features determine uniqueness, all 

dimensions of hills such as ports and dots are relied upon. 

Features that help identify the fingerprint are extracted and 

then recorded for each fingerprint in a database, this reducing 

calculations and comparison time. There are multiple 

techniques to extract features that exist in the three levels in 

fingerprint images [24].These techniques vary from reliance 

on minutiae details, texture, or integration of them. 

C. Enrolment 

In this steps authors only enrol the fingerprint features and 

template into the database to be compared in the matching 

steps 

D. Fingerprint Matching 

A fingerprint is identified by comparing it with the 

fingerprints in the database according to their bifurcation and 

minutiae points. The paper apply the minutiae-based by 

comparing termination and Bifurcations. Also, apply the 

correlation techniques by comparing patterns of cores and 

valleys. 

IV. EXPERIMENTAL RESULT  

Three experiments were done on a computer (i7, 8 RAM) 

with the Matlab R2015a software, using 10 fingerprint images. 

The first experiment is intended to demonstrate how to 

improve fingerprint image and the steps to prepare it for 

feature extraction, and also what features are being extracted 

will be shown. The second experiment explains Correlation-

Based Fingerprint Matching and the third experiment explains 

Minutiae-based system. Authors need to explain the output of 

the two techniques in the second experiment and third 

experiment. The function of a fingerprint matching algorithms 

is to compare the fingerprint input with the fingerprints 

registered in the database and give a score that expresses the 

degree of similarity. 

A. First Experiment 

In this experiment authors apply the following steps, 

Binarize, Thinking, and finally extract the features. The results 
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of this steps are illustrated in figure 13, figure 14, figure 15, 

and figure 16. 
 

 
Fig. 13: The original fingerprint image. 

 

 
Fig. 14: Image after binarize. 

 

 
Fig. 15: Thinning the binarize image. 

 

 
Fig. 16: Minutia data. 

 

Now the Termination and Bifurcation on the original 

image can be illustrated in Figure 17. 

 
Fig. 17: Termination and bifurcation on the original fingerprint Image. 

 

The number of Terminations and Number of Bifurcations 

with their angles that exist in the previous fingerprint image 

are illustrated in figure 18. 

 

 
Fig. 18: Extracted termination and bifurcations data. 

 

The first experiment is conducted 10 times on different 

fingerprint images to ensure quality of results 

B. Second Experiment 

A correlation-based matching is conducting by using a 

MATLAB code. Firstly, authors enrol 10 fingerprint for 5 

persons, two image for each person as illustrated in figure 19. 

In the second step authors pass a fingerprint to test the 

matching between it and the others in the database, authors 

pass another fingerprint for the second person as illustrated in 

figure 20. 
 

 
Fig. 19: 10 Fingerprint for 5 persons. 
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Fig. 20: Fingerprint for the second person. 

 

The Correlation Filters computation gives the following 

results: 

 PSNR value for class # 1    8.2635 

 PSNR value for class # 2   12.6378 

 PSNR value for class # 3    5.2825 

 PSNR value for class # 4    6.7745 

 PSNR value for class # 5    5.9525 

Then these finger is belonging to class 2 which is true. 

This matching is applied for many times. 

C. Third Experiment 

The same processes that took place in the second 

experiment will be here where 10 fingerprints for five persons 

will be registered in the database to extract its features. Figure 

21 illustrate the matching process. 

 

 
Fig. 21: Matching the fingerprint. 

V. CONCLUSION AND FUTURE WORK 

In this paper, how to extract features from fingerprint 

images and what these features are described. An experiment 

using the Matlab software was performed on a number of 

fingerprints and the results of the experiment were displayed. 

Termination and Bifurcations are extracted and explained in 

the original image. Two another experiments have been 

conducted to make fingerprints matching, the first using the 

Correlation-Base Technique and the results of the experiment 

have been shown. The second is matching with Minutiae -

based Technique. 

Authors have explained how the two techniques (Minutiae 

-based, Correlation-Base) work, showing the results of the two 

experiences with the two techniques. It was noted that when 

the image quality was low, the features extracted could be 

distorted and untrue. The Correlation-based Technique has 

managed to address these situations because it compares 

general pattern of features. 

In this study, authors found that minute-based technique is 

more widely used because of its speed to treat for Correlation-

base. Also, minute-based has succeeded in dealing with the 

multiple rotation of the fingerprint image as it deals with 

specific features, unlike Correlation-Base. 

In the future, authors aspire to study more of the speed and 

accuracy of the two techniques with the use of more than one 

algorithm for each technique. Also designing an integrated 

program to extract the fingerprint features and use it to verify 

the identity of internet users will be a good thing in the future. 
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